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The Most Important Certificate for this moment in time 

Rite of Passage 
 
The Bearer of the COC19 is fully aware of the responsibilities of using security  

protocols for covid-19 and ensures that technology, equipment and manpower comply 

with governance principles. This is to ensure the appropriate level of protection for the  

financial integrity of the site besides all  visitors and staff of a specific location The bearer 

undertakes to use distinctive protocols specially designed purposely for specific sites.  



Objectives 

 

Knowledge Trust and Respect 
Avoid Reputational Damage 

Knowledge provides atmosphere of 
professionalism 

Improve Co-operation between 
peers and by staff,  

 customers or visitors 

 

  

  

Business Manpower 
Profit Protect Manage professionally the people 

flow besides aggressive behaviour 

Give Customers peace of mind 

avoiding the site to retain 

 the revenue stream 

Reduce sick leave 

 

Find New Crime associated to the 

threats that could erode profits 

Use distinct protocols for specific 

sites 



Applications  

Venues 
 

Regardless of size 

Entertainment  

centres 

Buildings 
 

Offices and Branches 

Apartment Buildings 

Malls 

Estates 

Housing 
 

Rehabilitation  

centres, Hotels and 

Lodges, Boarding 

Schools,  

Nursing homes and 

Ships.  

Industry 
 

Any manufacturing 

plant or retail outlet 

 Technology Manpower 
The Technology and equipment 

complies with “certain standards’’ 
Layered manpower by skillsets  

for reducing violent incidents 

The use technology and  

installation of such meets the  

standards 

Equipped and relatively skilled for 

Physical intervention 

 Educated to use relative protocols 

for specific sites 

The private security sector is the industry that actually implement 

the health Protocols on the ground.  

 

The security industry does more because the also must find new 

crime related to the threat besides experiencing and litigating  

higher levels of conventional crime 

 

The protocols take into consideration technology, equipment and 

purposely layered manpower by skillsets 



 

5 veggie & organic 

The group or site of interest must comply with:  

 

Equipment Criteria 

• Using Authentic credible and legitimate CCTV Thermal imaging or electronic 

non-contact thermometers.  

 

• Knowing where to check the brand performance or technology to ensure that 

validity of such that is being used. 

 

• The equipment must be correctly used and installed according to the  

 health regulator in your location. 

 

• There are no alarms that triggers ‘sound alerts’ in public areas if a  

person’s temperature is of concern so as not to stimulate panic. 

Manpower 

The staff should be knowledgeable  

 

• To seek out new crime that could be related to the threat 

• The security staff in different fields of interest are using the appropriate  

security protocols for example, a mall or office building has different proto-

cols for hotels, quarantine centers, nursing homes, rehabilitation  

centers, boarding schools, or old aged homes. 

  

• The security staff knows the main objective is to keep people calm.  

Therefore, they know how manage the flow of the people and the behavior of 

people. 

 

• The staff that may need to handle aggressive behavior are dressed  

accordingly  

 

 

Security Protocols for CV-19 
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Application and Compliance Conditions 

 

The bearer of the COC19 Compliance Certificate undertakes to present to the 

oversight body (could be direct or via assessor) 

• The bearer’s affirmation that they will adhere to the laws of their land. 

• The bearer undertakes to ensure that the equipment or technology is  

correctly installed and the users of such are trained accordingly. 

• Furthermore, the bearer of the certificate has ensured that their staff 

have had the appropriate training on HIM security protocols for their site 

of responsibility or they are using a compliant security company. 

Resilience  

The certificate should be renewed yearly so that the bearer is in a constant 

state of information awareness. The threat could mutate and may call for 

additional protocols or perhaps technology and equipment being developed 

that can assist with limiting the level of collateral damage.  

Compliance Confidentiality 

The bearer of the Certificate must not provide any details of technology or 
equipment being used for assessment. It is vital that no perpetrators obtain 
such information for example, a make/model number of a safe or even a 
camera 

Verification 

The bearer will vetted by an HIM Assessor. The trainer or site manager can-
not assess their own work and it must be done by an independent assessor. 

Compliance Procedures  

The site could be managed fulltime  or must be visited at anytime within 

every 10 days to  ensure compliance protocols and criteria is being adhered 

to. 

 



 

 

Security Success 
depends on 

The level of situational 
awareness 
 
• of the people (decision-
makers) on the ground  

 
- and their reaction speed 
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